
Nadawanie uprawnień aplikacji HUZAR 
 

Autoryzacja OAuth2 dla kont pocztowych Microsoft oraz kont pocztowych Google w 
produktach Huzar Software realizowana jest za pomocą aplikacji HUZAR dostępnej w usługach 
Microsoft oraz Google. Aplikacja HUZAR wymaga nadania odpowiednich uprawnień wymienionych w 
sekcji  OAuth 2.0 w aplikacjach Huzar Software – usługi firm trzecich naszej Polityki Prywatności. 
Dostęp do poczty za pośrednictwem OAuth2 jest bezpieczniejszy, niż w przypadku podania w aplikacji 
hasła użytkownika, gdyż aplikacja nie otrzymuje pełnego, niekontrolowanego dostępu do skrzynki, a 
jedynie dostęp w zakresie wyświetlanym na ekranie akceptacji. Nadawanie uprawnień jest operacją 
jednorazową w ramach danej organizacji. W dowolnym momencie można te uprawnienia cofnąć – w 
takim wypadku autoryzacja OAuth2 w produktach Huzar Software przestanie działać, a do jej 
przywrócenia konieczne będzie ponowne nadanie uprawnień. Nadawanie uprawnień odbywa się na 
stronach internetowych usługodawców poczty. 

 
 

Nadawanie uprawnień w kontach Microsoft 
 

Proces nadawania uprawnień w kontach Microsoft zależy od ustawień organizacji w usłudze 
Azure określonych w Ustawieniach użytkownika aplikacji dla przedsiębiorstw (ang. Enterprise 
applications > User settings): 
https://portal.azure.com/#blade/Microsoft_AAD_IAM/StartboardApplicationsMenuBlade/UserSettin
gs/menuId/  
 
Możliwe są różne scenariusze, np.: 

 użytkownik samodzielnie nadaje uprawnienia dla aplikacji w ramach organizacji, 
 użytkownik samodzielnie nadaje uprawnienia dla aplikacji w ramach grupy, której jest 

właścicielem, 
 użytkownik może wysłać wniosek do osoby z uprawnieniami administracyjnymi Azure o 

nadanie uprawnień dla aplikacji, 
 uprawnienia dla aplikacji może nadać tylko osoba z uprawnieniami administracyjnymi Azure. 

 
W przypadku najbardziej restrykcyjnych ustawień, do udzielenia naszym aplikacjom zgody na do 
dostęp do skrzynek pocztowych w wymaganym do przetwarzania poczty zakresie, jednorazowo 
wymagany jest udział administratora Azure.  
 

Użytkownik samodzielnie nadaje uprawnienia 
 
Zawartość ekranu logowania podczas udzielania dostępu zależy od konfiguracji Azure w Państwa 
organizacji. Może tam być prośba o zalogowanie się przez administratora i wykonanie przez niego 
kolejnych kroków (których nie trzeba będzie powtarzać, chyba, że w jakimś momencie administrator 
odbierze aplikacji Huzar dostęp do skrzynki). 
W panelu administracyjnym Azure można nadać użytkownikom uprawnienie wysyłania prośby o 
zatwierdzenie aplikacji – a takim wypadku na ekranie pojawiłoby się okno umożliwiające wysłanie 
prośby o autoryzację aplikacji Huzar do administratora: 



 
 
 
Takie ustawienie zalecamy, szczególnie jeśli nie ma możliwości, by to administrator Azure organizacji 
mógł wykonać jednorazową autoryzacje z komputera użytkownika. Więcej informacji na ten temat: 
https://docs.microsoft.com/en-us/azure/active-directory/manage-apps/configure-admin-consent-
workflow. 
Możliwa jest też takie skonfigurowanie Azure, by użytkownicy samodzielnie autoryzowali aplikacje, 
co w przypadku wielu organizacji nie jest dopuszczalne z uwagi na wewnętrzną politykę 
bezpieczeństwa. 
 
Jeśli użytkownicy nie mogą samodzielnie autoryzować aplikacji, w celu nadania uprawnień aplikacji 
Huzar, użytkownik z uprawnieniami administracyjnymi w organizacji powinien kliknąć „Sign in with 
another account” i postępować dalej zgodnie z instrukcjami. Po nadaniu uprawnień aplikacji Huzar, 
każdy użytkownik będzie mógł włączać autoryzację OAuth2 dla swojego konta samodzielnie. 
 

Weryfikacja uprawnień dla aplikacji HUZAR 
 

Po skutecznym przeprowadzeniu pierwszej autoryzacji OAuth2, aplikację HUZAR można 
odnaleźć w sekcji Aplikacje dla przedsiębiorstw. Aplikację można usunąć w dowolnym momencie. 
Aby zweryfikować uprawnienia naszej aplikacji należy: 

 



1. Otworzyć stronę Aplikacje dla przedsiębiorstw > Wszystkie aplikacje: 
https://portal.azure.com/#blade/Microsoft_AAD_IAM/StartboardApplicationsMenuBlade/All
Apps/menuId/ 

2. W polu Typ aplikacji  wybrać „wszystkie aplikacje”. 
 

 
 

3. Sprawdzić, czy na liście jest aplikacja „Huzar Software” 
4. Jeśli nie ma – nie została zarejestrowana i nie wydano żadnych zgód. Jeśli jest – klikamy 

aplikację, zostanie otwarta strona „Przegląd”, na której należy przejść do „Uprawnienia” i 
zweryfikować nadane aplikacji uprawnienia.  

 
Zestaw uprawnień musi być zgodny z zestawem zgłaszanym przez aplikacje (WinSAD i inne) podczas 
autoryzacji OAuth2. W przypadku braku zgodności uprawnień (np. aplikacja żąda uprawnień, które 
nie zostały nadane) aplikacja nie otrzyma dostępu do skrzynki e-mail. 



 
 
 

 
 
 
 



Usuwanie aplikacji HUZAR 
 

Aby usunąć aplikacje HUZAR, należy przejść na stronę aplikacji (jak w poprzednim punkcie) i 
przejść do sekcji Właściwości i kliknąć przycisk Usuń: 
 

 


